Face Recognition And Signature Verification With Neural Network using GABOR Wavelet And Discrete Wavelet Transform
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Abstract - Face recognition is emerging as one of the popular field in the biometric research. It is used in various surveillance systems for the security purpose as it doesn't needs object comparison. The main advantage of using face recognition system is its uniqueness and acceptance over other biometric systems. Though this system is considered to be accurate but the detection of face is a difficult process as face detection is having the high degree of variability. Traditionally various method of the face recognition have been proposed but still the efficient results were not obtained. So in this paper the two biometric approaches are combined to increase the security of the system. The Gabor filter is used for the feature extraction. Later the ANN is used for the training of the network. The identification is done by matching the face and the signature person. From the results it concluded that this system is efficient, accurate and secure than the traditional technique. A comparison is performed between the traditional and proposed algorithm that shows proposed algorithm is more accurate.
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I. INTRODUCTION

Biometrics is an effective technology for person authentication, and has been successfully adapted by various fields but still it has a lack that it is not a foolproof method for automatic identity authentication or recognition. Sensing, Feature Extraction and Matching Modules are the main components of a biometric System. Biometric sensors sense the biometric parameter such as fingerprints sensors and digital camera gives the output in the Digital form. The irrelevant information is discarded form the acquired samples by using the feature extraction, the remaining extracted and discriminatory information is normally used for Matching Process. Fingerprinting, retinal scanning, hand geometry, signature verification, facial recognition etc are the most recognized biometric technologies.

Face recognition technique is widely used nowadays. There are some factors that can the photo and can also lead to a problem in authentication. At the time of capturing the image there should be proper lighting, posture of the person should be accurate, image quality should be good enough and all other parameters should be satisfied. There must be some techniques to analyze all above features or patterns to generate a reliable or accurate result. To increase the possibility of correct matches the technique of preprocessing should be applied i.e. to pre-process the image before sending it to the database for comparing or matching.

There are some other conditions or situations where face recognition system fails to work lack of lighting, low resolution image or other kind of things that covers the face or object partially. Another disadvantage occurs when the facial expressions vary in that case system also becomes irresponsible or less effective.

Signature verification is another approach for the biometric identification. In this technique, a system is used to verify the person through its signature that whether the person is authorized or not. This technique is widely used to detect the fraud especially occurs in banking area. In this process, first visual signature verification is applied then Automatic Signature Verification (ASV) checks signature and compares them to signature that are already stored in the database. This gives you better protection and security features.

![Block diagram of face recognition system](image)

The description of the face recognition system is given below:
In this step the input image is selected from the data set that is used for recognition process. Next the face detection is done, by using various face detection methods the features are extracted and face detection is done. By comparing the selected input image and image existing in data base the face recognition is done.

II. PROBLEM OF THE TRADITIONAL APPROACHES

Face recognition systems are widely used for the identification purpose. This face recognition approach is much popular in many of the fields. The main and the important one is recognition or can say as the security or authentication purpose. Many researchers are working on this field from many of the years, many algorithms and techniques are developed to update the traditional systems the common these days. Various techniques like PCA, discrete wavelet transform etc were used as for the detection of the features. But still these methods were not that much efficient. The security of the system is still a problem. The system should be highly securely so that it should not be easy for unauthorized user to access it. The process of detection of face feature is also not an easy process due to various the high degree of variability. So security and the detection of the face feature are two important problem of the face recognition system.

III. PROPOSED METHODOLOGY

Face recognition systems are widely used biometric systems that plays important role in the surveillance systems as they don’t required the objects. In this proposed work the face recognition and the signature verification is combined to increase the security of the system. Gabor wavelet approach is used for the extraction of the feature of the face and then the signature verification is done that will give the authentication of the person by comparing face and signature.

Fig. 2: Block diagram of proposed methodology

METHODOLOGY

The methodology of the proposed work is defined below. In this firstly the Gabor filter method is used for the extraction of the feature, then the artificial neural network is applied for training of system and then the classification is done.

1) Initially selection of the images is done for creating the data base so that further this set is used for the classification. The images can be of sign or face.
2) After creating the data base, next step is to apply the Gabor filter on the created data base.
3) Now process of features extraction is done, with the help of Gabor filter. These features extracted are further used for the training purpose.
4) Select an image for testing, features of the testing image are extracted so that they can be further use for the classification purpose.
5) Now the testing results are obtained, by matching the features of the testing image and the data set of the image.
6) The calculation of the various parameters is done and the results are obtained, and the evaluation of the results is done.
7) Finally the comparison between the traditional technique and the proposed technique is done. On the basis of the comparison it is concluded that the proposed algorithm is better than the traditional technique.

IV. RESULTS AND DISCUSSION

In this section there is discussion about the results of the proposed of the face recognition system. In this paper an approach is implemented in which the security of the face recognition system is increased. A comparison is made between the traditional method and the proposed method.

Fig. 3: This graph represents the difference between the testing samples

Fig. 4: This graph represents the Output obtained by the ANN

Fig. 5: This graph represents the Accuracy of the proposed method
V. CONCLUSION AND FUTURE SCOPE

Face recognition system is mostly widely used biometric systems. This system is considered to be efficient as it does not require any object. In face recognition system the extraction of feature and classification of the data plays important role. In this paper a new approach is presented in which the face detection is combined with the signature verification. The feature of the features of the face is detected by using Gabor filters, which the extractions of the features are done by using Gabor filters. By using ANN the system is trained. In this the face and the signature of the person are used for the identification purpose, if sign matches with the face then the system provide authentication. Form the results obtained it is concluded that this method is efficient, accurate and secure than the traditional approaches. A comparison is also performed that shows the accuracy of the system is more.

In future this technique can be enhanced further by using some other classifier that can increase the accuracy of the system. By using some other classifier the feature extraction process can be further enhanced. Better are the extracted features more accurate is the system and thus the efficiency of the system increases. Also the security of the system can be increased so that the identification is done is authenticate.
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