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Abstract - Since more than decade, the utilization of special communication devices similar to PDAs cell phones and 

manageable personal computer has rapidly emerged. When the rates of small devices are compact and are additionally 

outfitted through single or additional radio interface at that time inclination is unbreakable. The radio interface 

permits the devices to obtain the right to use spot accessible in different positions like railway station, border areas, 

army cant, city centers and all that. Simultaneously they also facilitate the devices to be linked openly with every one 

other in de-concentrate manner and self-coordinate into Ad Hoc Network. In this paper presents the essential MANET 

technology and its key features and how it can be purchase for railway station, border area, city centre and all that. 

_____________________________________________________________________________________________________ 

 

1.1 Introduction 

The word ad hoc is a Latin procedural which means particular purpose. This word was taken by only some computer specialist 

to describe a special purpose network called the ad hoc network. Investigators have given dissimilar description to the ad hoc 

network. As indicated by IEEE 802.11(Institute of Electrical and Electronics Engineers) .an ad hoc network is a network 

which comprises of communication devices in the transmission range of one another by the radio medium.  

Investigators have given the dissimilar definitions to the ad hoc network. According to IEEE 802.11.An ad hoc network is a 

network which comprises of communication devices in the mutual transmission series of one another via the wireless medium. 

The announcement devices are denoted as node in this text. Likewise the movement of the nodes has been redefined by the 

Gerla. [2] 

A set of the mobile nodes is called MANET (Mobile Ad Hoc Network) to facilitate dynamically self identify into compeer to 

compeer radio network without any preexisting communication. 

The word self identify is an input word in this definition. This word generally comes to the direction finding of the bundle in 

the network without of fixed infrastructure. The nodes of the Mobile Ad hoc network put in order themselves to  direction the 

bundle of the adjacent nodes by creating multi hop network situation even as on the fly. Therefore the particularly considered 

devices should have the ability of a direction to onward the bundle in adding up to its usual work of a recipient and spreader. 

The word self-organize is also similar significant while the topology be in charge of is in use into contemplation. In this 

situation the nodes attempt to change their broadcast ranges to stay linked to each other in the dynamic network. 

1.2 Technologies of MANET  

The current day announcement structure difficulty a high rapidity and trustworthy network anywhere an agitated stamina can 

be linked to more than a few radio networks as in the diagram 1.1.“The grouping of radio networks might be cellular networks 

WPAN (Wireless Personal Area Network) WLAN (Wireless Local Area Network) or MANET (Mobile Ad Hoc 

Network).Mainly wireless technologies use in ISM (Industrial Scientific and Medical) 2.4 GHz band. Used for this motive 

network might undergo intervention from microwave ovens mobile phones small monitors and alike additional appliance that 

use approximately the similar band”. 

“In the previous version of mobile ad hoc network, the small package wireless sponsored by DARPA was used for 

communication. Nevertheless, at present three major communication principles with ad hoc capability are used to take in hand 

a definite range of business applications. They are the IEEE 802.11 family unit of protocols, the high performance LAN 

(hiperLAN) protocols and Bluetooth”. [3] 
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Figure 1.1: Current generation networks [4] 

 

1.2.1 Orthogonal Frequency Division Multiplexing (OFDM) 

Orthogonal frequency division multiplexing (OFDM) is a technique, way or design for digital multi-carrier intonation by 

means of numerous intimately distant subcarriers, a formerly modulated sign modulated into another signal of 

upper frequency and bandwidth. 

In 1997,IEEE (Institute of Electrical and Electronic Engineering) adoptive the first digital wireless data transmitting standard 

named IEEE 802.11 [5].The reason of the IEEE 802.11  standard was to promote business manufactured goods compatibility 

between WLAN item for consumption vendors. The mainly admired and extensively used Wireless Fidelity networking 

technology is based on the IEEE 802.11 condition.  

• “This IEEE 802.11 family unit has a lot of comprehensive edition, one of which is the 802.11a.the IEEE 802.11a is the 

simple job cluster that works in 5GHz band and data rate up to 54 Mb/s plus inaccuracy rectification code. It uses 

Orthogonal Frequency Division Multiplexing (OFDM) air interface”. 

• An additional job grouping the IEEE 802.11b operates in 2.4 GHz band with data rates up to 11 Mb/s.This is the majority 

used Wireless-Fidelity standard which has been heavily studies in the structure of MANET. 

“Beneath the IEEE 802.11 standard, the portable communication devices in a network can work in two dissimilar modes. They 

are the communications form and ad hoc form. Communications mode radio networking links a radio network to a wired 

network. It furthermore supports middle link points for WLAN clients. A wireless entrance point is necessary for 

communications mode wireless networking. Therefore it offers the benefit of scalability, centralized safety managing and 

batter connectivity. In the ad hoc mode of wireless networks, the nodes are able to straightforwardly communicate with 

everyone without using any access point”.  

1.2.2 Bluetooth 

Bluetooth is a WLAN (Wireless Local Area Network) technology considered to connect several types of devices of dissimilar 

procedure such as computer, cellular telephone. Notebooks, cameras printers .Bluetooth was originally developed for wire 

replacement, because of all users (Computer, cellular, Telephone users) view this process as inconvenient. Bluetooth was 

originally started as a project by Ericsson Company. 

“The given name Bluetooth is named later than Harald Blatand (Blantand is Danish for Bluetooth), a Danish Viking king who 

lived in 940-985 and was the one who united and controlled Denmark and Norway. The utilize of the forename Bluetooth for 

the reason that Bluetooth is predictable to unify the telecommunications and computing industries”. [6] 

“In fig 1.2 the set of the rules design of Bluetooth. most important mechanism of the set of rules heap are link Manager 

(LM),the Logical link Control and Adaption Protocol(L2CAP) , the Host Control Interface (HCI),the Service discovery 

Protocol (SDP),Audio/Telephony Control, RFCOMM, Human Interface Device(HID),TCP/IP, and other elevated level 

protocol”.  
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Fig 1.2 Protocol design of Bluetooth 

1.2.3. HiperLAN  

“HiperLAN stands for High performance local area network. A High-Performance local area network (HIPERLAN) is an 

substitute wireless LAN typical to the IEEE 802.11.It is one of four standard specified by the European telecommunications 

standards institute (ETSI) to provide  (ETSI) to provide a concatenated service of interoperable technologies from different 

locations.HIPERLAN uses cellular-based data networks to connect to an ATM backbone”. 

“The main suggestion after the HIPERLAN is to provide an infrastructure or ad hoc wireless with low mobility and a small 

radius. HIPERLAN supports isochronous traffic with low latency”. 

Mechanisms of a HIPERLAN include: 

• Physical Layer: This layer offers the regular functions, including radio frequency functions. 

• Link Adaptation: This usually allows the access point to pass on the data in an uplink or downlink way. The HIPERLAN 

physical layer also designates approximately link adaptation algorithms to be used. 

• Data Link Control (DLC) Layer: This layer includes RLC (Radio Link Control) DFS (Dynamic Frequency Selection) 

Error Control (EC) and the MAC (Media Access Control)   protocols. 

• Convergence Layer: Its essential function is to offer the HIPERLAN DLC and physical access to other data networks. 

A-HiperLAN/1 

“The HiperLAN/1 set of rules was accepted in 1996. This version of the set of rules facial appearance a variety of 50 mt.The 

data transmit rate was 10 Mbit/s, even as the video transfer rate was 2 Mbit/s. This was a major enhancement over the 

contending 802.11 regular of the time, which featured a data transfer rate of only 2 Mbit/s”.  

B-HiperLAN/2 

“The HiperLAN/2 set of rules featured a highest data transfer rate of 54 Mbit/s. Data transfer rate of this is comparable to the 

802.11a standard max transfer rate. The genuine rate of transfer varies for these standard based on number of variables”. 

“One more region that HiperLAN/2 takes a dissimilar come up to than 802.11 was in the type of security algorithm 

implemented. At this position 802.11 was based something like the unconfident Wired Equivalent Policy (WEP) safety 

system. High Performance wireless LAN2 used the safe Data Encryption Standard (DES) or triple DES security algorithm. 

This helped to make sure that the information on the wireless network remain make safe”. 

C-High Performance Local Area Network/3: 

 It is furthermore called at the same time as HIPERACCESS network that enables concern of outside high speed wireless 

access networks given fixed data lines link to client location.  

 

 

 

D-High Performance Local Area Network/4(HIPERLAN/4): 
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 It is also called HIPERLINK typical that provide high speed broadcasting links for end-to-end motionless interconnectedness. 

The broadcast has a range of 200 Mts and operate on the 17 GHz frequency range. It supplies a data rate of 155 Mbps [7].  

1.2.4. 4G 

4G is a stands for fourth generation wireless is an abbreviation of fourth generation of cellular wireless standards and the 

substitute the third generation of wideband mobile communication. It just come after 3G and is also called "IMT-Advanced," 

or "International Mobile Telecommunications Advanced." 4G was completed obtainable as early on 2005 in South Korea 

below the name WiMAX and was roll out in more than a few European countries more than the next only some years. It 

became accessible in the United State in 2009, with run creature the early transporter to recommend a 4G cellular network. 

1.2.5. Wireless Local Area Network (WLAN) 

WLAN stands for "Wireless Local Area Network." A wireless Local Area Network (WLAN) is a wireless computer networks 

that connect two or more devices using air as a medium of propagation within a specified area like schools, college campus, 

laboratories, offices and buildings. This is widely used for their ease of installation and readily available in the market.    

In the development of WLAN, controller plays an important role in centralized WLAN networks. It acts as the heart of the 

whole system and all the things in WLAN are governed by the controller only. WLAN controllers [8] are also known as 

wireless switches as they work as an Ethernet-managed switches that transfer the data to the data link layer of the OSI model.  

Wireless LAN has contained the many types of devices including. 

• Cell Phones 

• Internet audio system 

• Laptop and Tablet computer 

1.2.6 Wireless ATM 

“ATM stands for Asynchronous Transfer Mode. ITU-T recommendation [ITUT 1.113] defines ATM as. A Transfer mode in 

which the information is organized into cells: it is asynchronous in the sense that the recurrence of cells containing information 

is not periodic”. 

Switches, in the static ATM network directly communicate with the wireless point or wireless end user devices, are dynamic 

enhance ATM Switches. These switches create the connection between the wireless devices.  

ATM is developed to alleviate this problem by providing a common medium of transmission in both LAN and WAN 

environments. To understand why this is possible one has to look at limitation of current LAN and WAN technologies.LAN 

technology like Ethernet and token ring are broadcast based technologies. To ensure proper data transfer these technologies 

use Medium Access Protocols (MAC). 

“Wireless ATM caters wireless broadband right to use to a permanent ATM network. WATM cater users through high speed 

capacity with Quality of Services (QoS). T0 hold up this dynamic latest method is desirable, for example handover, routing, 

and location management. As WATM is a developing technology, no values have been defined yet”.  

“Fig 1.3 refers the set of the rules architecture for a wireless and movable ATM network. In this structural design the lowly 

three layers are related to the wireless link i.e. radio physical layer, the Medium Access Control (MAC) and the Data Link 

Control (DLL)”.  

 
Fig 1.3 Protocol structural design for wireless mobile ATM 

1.2.7. Mobile Telephony 

“In this section three mobile phone technologies will be consider. These three GSM GPRS and UMTS are the technologies 

used in Europe”. 

1.2.7.1  Global System for Mobile Communications(GSM) 

“The growth of the GSM in progress in the early on 1980s. It was place to be a ordinary for Europe’s digital GSM (Global 

System for Mobile communications) has been intended from graze as a completely digital system with no any compromises 

for the sake of backward compatibility(e.g. having to use the existing frequency slots). Since GSM also along than U.S. 

system and is currently in use in over 50countries, inside and outside of Europe we will use it as an example of digital cellular 

radio.GSM is was originally designed for use in the 900-MHz.Later frequency were allocated at 1800 MHz and a second 

system closely patterned on GSM was setup there .The latter is called DCS 1800.but it is essential GSM.GSM started with 

over 5000 page”. 
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1.2.7.2 GPRS 

“General Packet Radio Service is a standard technology that augmentation to the GSM mobile communications system that 

documentation data packets. The Network based on the GPRS are frequently called 2.5G networks and are often living being 

form in favor of newer 3G/4G installation. GPRS enables a uninterrupted flow of IP data packets above the system for such 

applications as Web browsing and file transfer”.  

 
Fig. 1.4 GPRS system architecture 

“In Fig. 1.4 the GPRS structural design is outlined. In this structural design the GSM architecture's existing MS BSS MSC 

VLR and HLR are all modified. For instance the HLR is superior with GPRS subscriber information. Two original network 

nodes are enclosing in GPRS. The Serving GPRS Support Node (SGSN) is the GPRS equal to the MSC. The Gateway GPRS 

Support Node (GGSN) given internetworking with outer packet-switched networks and is linked with SGSNs via an IP-based 

GPRS backbone network”.  

1.2.7.3.Universal Mobile Telecommunications System (UMTS) 

“UMTS also called as 3G is the third generation of right to use technology for cellular network shows potential higher features 

such as high data rates and enhanced quality of service. UMTS will provide GSM operators the possible for an entire range of 

mobile multimedia services. Electronic postcards Web surfing access to corporate LANs and e-mail from a mobile terminal 

are just a few of the things people will be able to do from a handset. UMTS also promises to revolutionize networks with 

better frequency efficiency and lower transport costs by utilizing asynchronous transfer mode (ATM) for both voice and data 

services”. 

“GSM is presently much admired worldwide, and the upcoming knowledge will need to support technologies currently 

deployed. The UMTS network structural design give complete support for obtainable technologies to facilitate is for GSM and 

GPRS. The combination of both of these technologies, and the addition of a small number of more software and hardware 

pieces, makes UMTS a very forceful and effectual architecture”. 

 
Fig. 1.5 UMTS structural design [11] 

 

 

 

1.3 Conclusion 

“MANET is one of the most important and essential technologies in current times. Mobile ad hoc networks can be exploited in 

a wide area of applications, from military, emergency rescue, law enforcement, commercial, to local and personal contexts. It 

has already gained critical mass among researchers in academia as well as in industry. Moreover, there is also a flurry of 

activity in the standards bodies in this area. Many routing protocols designed for ad hoc networks have been proposed as 

Internet Draft and Request for Comments (RFC) of Internet Engineering Task Force (IETF).  However, MANET as a 
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technology can only become successful and popular if the challenges related to routing and intrusion detection is adequately 

addressed”. 
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