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Abstract - Nowadays, not merely mobile phones, but additionally laptops and PDAs are utilized by people in their expert 

and confidential lives. These mechanisms are utilized separately for the most portion that is their requests do not interact. 

Sometimes, though, a cluster of mobile mechanisms form a spontaneous, provisional web as they way every single other. 

This permits e.g. members at a encounter to allocate documents, presentations and supplementary functional information. 

This kind of spontaneous, provisional web denoted to as mobile ad hoc webs (MANETs) from time to time just shouted ad 

hoc webs or multi-hop wireless webs, and are anticipated to frolic an vital act in our daily lifetimes in adjacent future. The 

average TCP congestion manipulation mechanism is not able to grasp the distinct properties of a public wireless channel. 

TCP congestion manipulation works extremely well on the Internet. But mobile ad-hoc webs display a little exceptional 

property that considerably alter the design of appropriate protocols and protocol stacks in finish, and of congestion 

manipulation mechanism in particular. As it coiled out, the vastly differing nature in a mobile ad-hoc web is exceedingly 

problematic for average TCP. Harsh throughput degradation and large fairness setbacks are a little of the recognized 

congestion connected problems. This paper is concerning assorted congestion manipulation mechanisms in Mobile Ad hoc 

networks. 
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I. INTRODUCTION 

  

In think of the rising demand for wireless data and data services, bestowing faster and reliable mobile admission is becoming an 

vital concern. Nowadays, not merely mobile phones, but additionally laptops and PDAs are utilized by people in their expert and 

confidential lives. These mechanisms are utilized separately for the most portion that is their requests do not interact. Sometimes, 

though, a cluster of mobile mechanisms form a spontaneous, provisional web as they way every single other. This permits e.g. 

members at a encounter to allocate documents, presentations and supplementary functional information. This kind of 

spontaneous, provisional web denoted to as mobile ad hoc webs (MANETs) from time to time just shouted ad hoc webs or multi-

hop wireless webs, and are anticipated to frolic an vital act in our daily lifetimes in adjacent future.   

A mobile ad hoc web (MANET) is a spontaneous web that can be instituted alongside no fixed infrastructure. This way that all its 

nodes behave as routers and seize portion in its invention and maintenance of paths to supplementary nodes in the web i.e. nodes 

inside every single other's wireless scope converse undeviatingly via wireless links, as those that are more separately use 

supplementary nodes as relays. Its routing protocol has to be able to cope alongside the new trials that a MANET creates such as 

nodes mobility, protection maintenance, quality of abiility, manipulated bandwidth and manipulated manipulation supply. These 

trials set new demands on MANET routing protocols.  

Ad hoc webs have a expansive array of martial and business applications. They are flawless in situations whereas installing an 

groundwork web is not probable or after the intention of the web is too transient or even for the reason that the preceding 

groundwork web was destroyed. 

Security in mobile ad hoc webs is a hard to accomplish due to vibrantly changing and fully decentralized topology as well as the 

vulnerabilities and limitations of wireless data transmissions. Continuing resolutions that are requested in wired webs can be 

utilized to attain a precise level of security. Nonetheless, these resolutions are not always be suitable to wireless networks. 

Consequently ad hoc webs have their own vulnerabilities that cannot be always tackled by these wired web protection solutions.  

One of the extremely different characteristics of MANETs is that all giving nodes have to be encompassed in the routing process. 

Instituted routing protocols projected for groundwork webs cannot be requested in ad hoc webs, therefore ad hoc routing 

protocols were projected to gratify the needs of groundwork less networks. Due to the disparate characteristics of wired and 

wireless mass media the task of bestowing seamless settings for wired and wireless webs is extremely complicated. One of the 

main factors is that the wireless medium is inherently less safeguard than their wired counterpart. Most established requests do 

not furnish user level protection schemes established on the fact that physical web wiring provides a little level of security. The 

routing protocol sets the higher check to protection in each packet network. If routing can be misdirected, the whole web can be 

paralyzed. This setback is increased in ad hoc webs as routing normally needs to rely on the trustworthiness of all nodes that are 

giving in the routing process. A supplementary difficulty is that it is hard to discriminate compromised nodes from nodes that are 

paining from broken links.  
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Recent wireless research indicates that the wireless MANET presents a larger protection setback than standard wired and wireless 

networks. Distributed Denial of Service (DDoS) aggressions has additionally come to be a setback for users of computer 

arrangements related to the Internet. A DDoS attack is a distributed, large-scale endeavor by malicious users to deluge the victim 

web alongside an large number of packets. This exhausts the victim web of resources such as bandwidth, computing domination, 

etc. The victim is incapable to furnish services to its legitimate clients and web presentation is considerably deteriorated. 

 

• ADVANTAGES OF MANETS 

 

Mobile Adhoc Network due to its infrastructure less structureand node mobility posses following advantages:– 

• Fast installation: The level of flexibility for setting up MANET is high, since they do not require any previous installation or 

infrastructure , thus they can be brought up and torn down in very short time. 

• Dynamic topologies: Nodes can arbitrarily move around the network and can disappear temporally from the MANET, so the 

network topology graph can be continuously changing at undetermined speed. 

• Fault tolerance: Owing to the limitations of the radio interfaces and the dynamic topology, MANET supports connection 

failures, because routing and transmission control protocols are designed to manage these situations. 

• Connectivity: The use of centralized points or gateways is not necessary for the communication within the MANET, due to 

the collaboration between nodes in the task of delivering packets. 

• Mobility: The wireless mobile nodes can move at the same time in different directions. Although the routing algorithms deal 

with this issue, the performance simulations show that there is a threshold level of node mobility such that protocol operation 

begins to fail. 

• Cost: MANET could be more economical in some cases as they eliminate fixed infrastructure. 

• Spectrum reuse possibility: Owing to short communication links (node-to- node instead of node to a central base station), 

radio emission levels could be kept at low level. This increases spectrum reuse possibility or possibility of using unlicensed 

bands.    

 

• LIMITATIONS OF MANETS 

 

There is a current and future need for dynamic Ad hoc networking technology. This highly adaptive networking technology, 

however, still faces various limitations [1]. 

The limitations of MANETs are as follows: 

• Bandwidth constraints: As mentioned above, the capacity of the wireless links is always much lower than in the wired 

links. Several Gbps are available for wired LAN nowadays while the commercial applications for wireless LANs work 

typically around 2 Mbps. 

• Processing capability: Most of the nodes of the MANET are devices without a powerful CPU. The network tasks such 

as routing and data transmission cannot consume the power resources of the device, intended to play any other role, such 

as sensing functions. 

• Energy constraints: The power of the batteries is limited, which does not allow infinitive operation time for the nodes. 

Therefore, energy should not be wasted and that is why some energy conserving algorithms have been implemented. 

• High latency: In a power maintaining design, nodes are napping or inactive after they do not have to send each data. 

After the data transactions amid two nodes goes across nodes that are napping, the stay could be higher if the routing 

algorithm decides that these nodes have to awaken up. 

• Transmission errors: Attenuation and interferences are other effects of the wireless links that increase the error rate.  

• Security analyses: some of the vulnerabilities and aggressions MANET can suffer. The authors tear the probable 

aggressions in passive ones, after the attacker merely endeavors to notice priceless data by listening to the routing traffic; 

and alert aggressions, that transpire after the attacker injects arbitrary packets into the web alongside a little proposition 

like disabling the network. This is main limitation of MANET. 

• Location: The addressing is the another problem for the network layer in MANET, since the information about the 

location the IP addressing used in fixed networks offers some facilities for routing that cannot be applied in MANET. 

• Roaming: The continuous changes in the network connectivity graph involve that the roaming algorithms of the fixed 

network are not applicable in MANET, because they are based on the existence of guaranteed paths to some destinations. 

• Commercially unavailable: MANET is yet far from being deployed on large-scale commercial basis. 

 

• THE CONGESTION PROBLEM 

 

When the necessities come to be larger than maximum skill of the contact link chiefly several hosts endeavoring to admission a 

public mass media, congestion occurs in the web at each intermediate node after data packets excursion from basis to destination 

and they incur elevated packet defeat and long stay, that cause the presentation degradations of a network. .  In ad-hoc webs 

connection crash amid basis and destination frequently occurs, due to mobility of nodes. Later every single wreck the connection 

amid basis and destination gets disconnected. There is a potential of transpiring congestion at each node. 

Congestion may also be caused during the following conditions. 

• When the load in the link goes beyond the carrying capacity. 

• When the broadcasting packets are surplus in nature 

• When more number of packets field has becomes time out and retransmitted. 
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• When the number of node increases. 

• Congestion Control 

The main goal of congestion manipulation is to check the stay and buffer overflow provoked by web congestion and furnish 

larger presentation of the network. To uphold and allocate web resources efficiently and fairly amid a collection of users is a main 

issue. The resources public generally are the bandwidth of the links and the queues on the routers or switches. Packets are queued 

in these queues awaiting transmission. After too countless packets are contending for the alike link, the queue overflows and 

packets have to be dropped. After such drops come to be public events, the web is said to be congested. In Ad-hoc webs, as there 

is no fixed groundwork there are no distinct web agents shouted routers and hence the mobile nodes themselves deed as the 

routers (i.e. they are accountable for routing the packets). Congestion manipulation methods can be router centric or host/node 

centric. In continuing congestion manipulation methods, the basis is notified concerning the congestion in the web so that 

whichever it could sluggish down the packet transmission rate or find an alternate path that could not vitally be an optimal path. 

 

II.  Related work 

 

K. Natarajan , Dr. G. Mahadevan et. Al (2015)A Mobile Ad-hoc Network (MANET) is a collection of mobile mechanisms 

vibrantly growing a contact web lacking each centralized manipulation and pre-existing web infrastructure. Consequently, routing 

becomes a vital factor and a main trial in such a network. This research aims to discover the encounter of four IETF (Internet 

Engineering Task Force) uniform routing protocols on MANETs and thereby comprehensively analyzes their presentation below 

fluctuating web sizes and node mobility rates. The four routing protocols that are believed in the research are Optimized Link 

State Routing (OLSR), Ad-hoc On-demand Distance Vector (AODV), Vibrant Basis Routing (DSR) and Provisional Arranged 

Routing Algorithm (TORA)..This research makes contribution in three areas. Firstly, the discover undertakes an research towards 

a comprehensive presentation evaluation of four IETF uniform routing protocols in a MANET environment. The believed routing 

protocols are DSR, AODV, OLSR and TORA, obscuring a scope of design choices, encompassing basis routing, hop-by-hop 

routing, periodic advertisement and on-demand path discovery. Secondly, the discover analyzes the presentation of the three most 

extensively utilized TCP variants (Reno, New Reno and SACK) in an ad-hoc environment. In this respect, an investigation is 

made into aspects as to how well these variants answer to disparate web conditions, chiefly alongside respect to expansion of web 

size and variation of mobility rate. 

 

Kai Chen, KlaraNahrstedt et. Al (2004) In this paper, Flow manipulation in a mobile ad hoc web (MANET) have to face 

countless new trials such as recurrent re-routing and bandwidth variation of the wireless links. TCP’s inherent AIMD flow 

manipulation performs poorly in this nature, because it frequently cannot retain up alongside the dynamics of the network. In this 

paper, we discover the possible utility of explicit flow manipulation in the MANET domain. To this conclude, we counsel an 

endto- conclude rate-based flow manipulation scheme (called EXACT), whereas a flow’s allowed rate is explicitly communicated 

from intermediate routers to the end-hosts in every single data packet’s distinct manipulation header. As a consequence, EXACT 

reacts swiftly and precisely to re-routing and bandwidth variation, that makes it exceptionally suitable for a vibrant MANET 

network. We present an explicit rate-based flow manipulation scheme (called EXACT) for the MANET network. In EXACT, 

routers explicitly notify every single flow it’s allowed data rate, and hence the flows are able to react swiftly and precisely to 

bandwidth variation and re-routing events. Our simulation consequence displays that, EXACT outperforms TCP’s AIMD in 

words of fairness and efficiency, exceptionally in a exceedingly vibrant MANET environment. Our test-bed examination 

additionally confirms that the state-full implementation of EXACT is well inside the computing manipulation of today’s mobile 

mechanisms. 

 

Lei Chen, Wendi B. Heinzelman et. Al (2005)In this paper, as Routing protocols for mobile ad hoc webs (MANETs) have been 

discovered extensively in present years. Far of this work is targeted at discovering a feasible path from a basis to a destination 

lacking pondering present web traffic or request requirements. Therefore, the web could facilely come to be overloaded alongside 

too far traffic and the request has no method to enhance its presentation below a given web traffic condition. As this could be 

satisfactory for data transfer, countless real-time requests need quality-of-service (QoS) prop from the network. We trust that such 

QoS prop can be attained by whichever discovering a path to gratify the request necessities or presenting web feedback to the 

request after the necessities cannot be met. We counsel a QoS-aware routing protocol that incorporates an admission manipulation 

scheme and a feedback scheme to encounter the QoS necessities of real-time applications.This paper proposes incorporating QoS 

into routing, and introduces bandwidth estimation by disseminating bandwidth data across “Hello” messages. A cross-layer way, 

encompassing an adaptive feedback scheme and an admission scheme to furnish data to the request concerning the web rank, are 

requested. 

 

HongqiangZhai, Xiang Chen et. Al (2005)In this paper, the established congestion manipulation mechanism, i.e., TCP, 

encounters a number of new trials after requested in mobile ad hoc webs (MANET), such as wireless link error, medium 

contention, and recurrent path failures. And extremely poor presentation of TCP in MANET has been described in countless 

present studies. In this paper, we focus on the setbacks emerging from the medium contention and counsel a novel Rate Instituted 

end-to-end Congestion Domination scheme (RBCC). We early illuminate that, below the encounter of medium contention, 

window established congestion manipulation algorithm is precarious and hence could not be appropriate for MANET because the 

optimum congestion window size is extremely tiny and could be even less than one, i.e., the basis ought to dispatch less than one 

packet in one round journey period (RTT).Congestion manipulation is critical to reliable transport ability in MANETs. Instituted 

TCP suffers harsh presentation degradation and unfairness. Comprehending the core cause is due to the poor contact amid 
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established TCP and the 802.11 MAC; we counsel a systematic resolution shouted Wireless Congestion Domination Protocol 

(RBCC) to address this problem. The main contribution of this work is three-fold. First, we use simulation studies to display that 

window-based congestion manipulation mechanism, say that of TCP, aftermath in poor and precarious presentation due to 

exceptional medium contention in MANET and hence squabble that rate-based congestion manipulation could be extra 

appropriate for MANET. 

 

K.Srinivasa Rao, R.Sudhistna Kumar et. Al (2012)In this paper, Mobile ad-hoc webs (MANETs) permit handy mobile 

mechanisms to institute contact trail lacking possessing each central infrastructure. As there is no central groundwork and the 

mobile mechanisms are advancing randomly, they could give development to assorted kinds of setbacks, such as power effectual 

and multicast congestion control. In this paper the setback of multicast congestion manipulation is considered. Power Effectual is 

one of the key subjects in MANETs because of exceedingly vibrant and distributed nature of nodes. Exceptionally power 

effectual is most vital because all the nodes are battery powered. Wreck of one node could alter the whole network. In this paper 

MANET, its properties and trials in the power efficiency, congestion manipulation and the disparate kinds of routing algorithms 

and its properties are analyzed. A power effectual and reliable congestion manipulation protocol for multicasting in mobile ad-hoc 

webs (MANETs) is proposed. EERCC protocol overcomes the disadvantages of continuing multicast congestion manipulation 

protocols that depend on individual receivers to notice congestion and adjust their consenting rates. Because of the on-the-spot 

data collection and rate domination, this scheme has extremely manipulated manipulation traffic overhead and stay. 

 

Kazuya Nishimura, Kazuko Takahashi et. Al (2007)this paper debates a routing protocol that uses multi-agents to cut web 

congestion for a Mobile Ad hoc NETwork (MANET). MANET is a multi-hop wireless web in that the web constituents such as 

PC, PDA and mobile phones are mobile. The constituents can converse alongside every single supplementary lacking going 

across a server. Two kinds of agents are involved in routing. One is a Routing Agent that accumulates data concerning web 

congestion as well as link failure. In this paper, we have counseled a routing protocol that reduces web congestion for MANET 

employing multi-agents. We use two kinds of agents: Routing Agents to amass data concerning congestion and to notify the 

routing table at every single node, and Memo Agents to move employing this information. To assess the best path, we 

industrialized a purpose established on the reliability of links and displayed its activeness alongside simulations below assorted 

conditions. 

 

VarshaBais, Amit Sinhal et. Al (2015)In mobile ad hoc web (MANET), congestion is one of the most vital constraint that 

deteriorate the presentation of the finished web and routing skill of AOMDV protocol. Multi-path routing permits the formation 

of several trails amid a solitary basis and solitary destination node. Multi-path routing can balance the burden larger than the 

solitary trail routing in ad hoc webs, thereby cutting the congestion by dividing the traffic in extra than two paths. This research 

presents a new way of rate manipulation established buffer enhancement congestion manipulation mechanism for circumventing 

congestion in web contact flows.Mobile nodes in a MANET deeds as a both host and router relaying traffic on behalf of 

supplementary nodes in the web, that describe MANET by easy of exploitation in each where. On the supplementary hand, 

mobile node has restricted computational capacities like bandwidth and buffer suspect. Additionally, mobile nodes link and depart 

the web vibrantly that leads to topological changes. The demands for quality established multi-path routing have arose in 

substantial attention by researchers in the span of burden balancing in MANET. There is a tendency in established Mobile ad hoc 

routing protocols to use intermediate nodes for colossal number of paths. 

 

Manveer Kaur, AmbrishGangal et. Al (2015)In this paper, The mobile ad hoc web is the self configuring and decentralized 

kind of network. The web has not fixed topology as mobile nodes can move freely in the network. Due to vibrant kind of topology 

and self configuring nature of mobile ad hoc web countless subjects become increased that are routing, protection, quality of 

services and countless more. In this paper, assorted kinds of routing protocols are studied alongside their gains and disadvantages. 

The routing protocols are usually categorized as proactive, reactive and hybrid protocols. In these routing protocols power and 

burden balancing are main issues. This paper is concentrated on disparate routing like Proactive routing protocol (DSDV, OLSR 

and WRP), Reactive routing protocol (DSR, TORA, AODV) and a little trials in MANET. Across data transmission there is a 

setback of link wreck in MANET that cuts web presentation and reliability. In the preceding kind assorted methods had been 

counseled for burden balancing. The most elevated and power effectual method is multipath routing. In Upcoming to remove the 

link wreck setback in AOMDV protocol Instituted on the novel method. 

 

Navneet Kaur, Rakesh Singhai et. Al (2015)In this paper, we examine the main factors altering presentation in ad hoc webs and 

debate countless normal enhanced congestion manipulation approaches. Web presentation of these disparate ways is discussed. 

The limitations of disparate ways are additionally remarked and the counseled method for congestion manipulation employing 

web coding is discussed.Ad hoc web is a multi-hop provisional self-organized web encompassing of countless mobile nodes 

lacking each infrastructure.The continuing routing protocols counseled for MANETs have precise limitations. Router assisted 

congestion manipulation way and conclude to conclude rate established flow manipulation creates intricacy at routers. Hop-by-

Hop Congestion Domination ways induces scalability problem. Subsequently a well balanced congestion manipulation 

arrangement is to be retained for the stability and optimized presentation of the wireless network. Adaptive Web coding reliant on 

the channel conditions is counseled to ascertain the setback of congestion in the network. The routing protocol will be adjusted to 

cope up alongside the dynamics of Mobile Adhoc web and furnish larger presentation of the network. 
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Mirza Waseem Hussain, Sanjay Jamwal et. Al (2015)With the advance in knowledge the focus has advanced from desktops 

and laptops to handheld mechanisms like tablets, phablets, mobile phones, PDA etc. providing development in the number of 

users related to internet. Concerning 900 million computers are related to internet.In an hour thousand TB of data transmission 

seizes locale. As the traffic on internet increases providing development to the setback of congestion. Countless congestion 

methods have been proposed; in this paper the synopsis of countless congestion methods and methods above the years has been 

discussed. One of the latest ways to manipulation the congestion is established on Neural Webs is additionally encompassed In 

this paper.This paper debates the assorted methods for manipulating the congestion in a network. With the rise in data 

transmission the number of trials and subject comes into frolic, one of the main subject due to heavy traffic is the congestion. To 

manipulation the congestion assorted methods and methods have been evolved period and again. Arranging the flawless method 

for manipulating the congestion in a web is extremely difficult. Hence the survey for assorted methods for manipulating 

congestion is extremely important. The methods for congestion manipulation are usually established on queue association and 

trail routing. The ultimate aim of the congestion manipulation is to make optimal utilization of web resources. 

 

Abinasha Mohan Borah, Bobby Sharma et. Al (2015)this paper encompasses a survey on the random stroll mobility ideal for 

congestion manipulation in mobile ad-hoc networks. A mobility ideal embodies the movement of a mobile user, and how their 

locale, velocity and quickening change above time. The mobility ideal debated In this paper is random stroll mobility ideal 

whereas the mobile nodes move randomly and freely lacking restrictions. This paper gives out a brief survey of the assorted 

advancements of random stroll mobility ideal and additionally draws a comparative research alongside supplementary mobility 

models. This paper encompasses a survey on the random stroll mobility ideal for congestion manipulation in mobile ad-hoc 

networks. The mobility ideal debated In this paper is random stroll mobility ideal whereas the mobile nodes move randomly and 

freely lacking restrictions. This paper gives out a brief survey of the assorted advancements of random stroll mobility ideal and 

additionally draws a comparative research alongside supplementary mobility models. Random stroll mobility ideal is the simplest 

mobility ideal in that nodes move independently to a randomly selected order alongside randomly selected velocities. This ideal 

has been utilized by countless researchers for its simplicity. 

 

III.  Results and Analysis 

 

In this initial experiment, we measure the performance of the proposed technique by varying the Number of nodes as 

10,20,30,40,60,80. Performance is calculated as the measurement of events processed per second and Relative speed can be 

calculated with the simulated seconds processed per seconds. 

 
Figure 1 Performance of Proposed Protocol (No. of Nodes vs. Time) 

From Figure 1 We can see that as 10 nodes takes 17 seconds for first session to complete with succession , when the number of 

nodes are increased to 40 in that case  it will show the output in 4.98 seconds and so as procedure for each session with different 

size of the network will follow . Performance of the proposed protocol is improving as the sessions are going on one after the 

another with the increase in the number of nodes. 

 

 
Figure 2 Relative Speeds (No. of Nodes vs. Time) 
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From Figure 2 we can notice that when numbers of nodes are increasing we can conclude that the traffic is also increasing. 

Similarly it means that the data will take more time to reach the destination with the congestion traffic but in our proposed protocol, 

data is taking less time to reach the destination, as the traffic is increasing. 

As the overhead becomes critical when the number of nodes increases, at that point we have considered a highest number of 

nodes (typically N=50). This is the maximum range we have considered in our proposed work. However some lower values are 

also considered. To compare both protocols (The Traditional AODV model and our new proposed model) we need to determine 

some parameters. First of all, the protocol parameters are known h (hello message=1) for AODV As the number of nodes increases 

and there is continuous movement among the nodes therefore connection established between the nodes becomes greater in size. 

Now we consider that the Mobility is high hence the size of broadcasted and flooded packets becomes critical. Now we will 

calculate the Control overhead and Throughput (actual data) and by considering these two values we will compare it with the 

Control overhead and Throughput (actual data of the traditional AODV model we have taken. Hence through all these factors 

considered we get the performance measure for our model. 

 
Figure 3 Comparison of Control Overhead of Proposed Flexible Congestion 

 

From Figure 3 We can notice that as the number of packets in the traditional model of AODV, the blue line is going higher 

which can be seen by the control of packets axis and our new model shows the red line much lower with the control of packets axis 

from the blue line. We can judge that the Proposed Technique (new) which we are illustrating have less overhead as compare to 

traditional AODV[28].As the numbers of nodes are increasing in every session, control overhead is less. 

 

 
Figure 4 Comparison of Number of packets received of Proposed Flexible Congestion 

Aware Protocol with AODV 

From Figure 4 by the comparative study of the number of packets received in the proposed model we can analyze that Number 

of packets received in this technique is more as compared to AODV protocol when number of nodes are increased. Soothe 

throughput of new protocol is higher as we are increasing the network size subsequently. 

 

•  Conclusion and Future Scope 

 

Congestion is a situation in contact webs in that too countless packets are present in a portion of the subnet. Congestion could 

occurs after the burden on the web (number of packets dispatch to the network) is larger than the capacity of the web (number of 

packets a web can handle). Congestion leads to packet defeats and bandwidth degradation and rubbish period and power on 

congestion recover. In ad hoc web alongside public resources, whereas several senders are contest for link bandwidth, it is nearly 

vital to adjust the data rate utilized by every single sender in order not to overload the network. Packets that appear at a router and 

can’t be advance are drop, as a consequence an excessive number of packets appearing at a web bottleneck leads to countless 

packet drops. The particular dropped packets could by now have travelled a long method in the web and therefore consumed 

momentous resources. After the routing protocols in MANET are not alert concerning the blocking, it aftermath in the pursuing 

issues. Subsequent Goal of our work will be to present a new scheme for manipulating the congestion in mobile ad hoc networks. 

At the alike period we will be able to accomplish elevated throughput and low manipulation overhead as difference to continuing 

protocol. It will enhance the efficiency of the counseled protocol. 
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